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***** First Change *****
4.11.0a.2
Interaction with PCC

When interworking with 5GS is supported and a "PGW-C+SMF" is selected for a PDN connection, policy interactions between PDN GW and PCRF specified in TS 23.401 [13] are replaced by equivalent interactions between PGW-C+SMF and PCF as follows:

-
IP-CAN Session Establishment procedure defined in TS 23.203 [24] is replaced by SM Policy Association Establishment Procedure as described in clause 4.16.4.The PGW-C+SMF includes the information elements received in Create Session Request message into the Npcf_SMPolicyControl_Create Service as follows: the SUPI contains the IMSI, the DNN contains the APN, the PEI contains either the IMEISV or IMEI, the Session AMBR contains the APN-AMBR and the default QoS information that contains the default EPS bearer QoS, note that QCI values are mapped into 5QI values. The PGW-C+SMF may receive PCC Rules and PDU Session Policy Information, 5G QoS information in the PCC Rule and in PDU Session Policy Information are mapped into EPS QoS information as defined in clause 4.11.1.1 and Annex C.
-
(PCEF-initiated) IP-CAN Session Modification procedure defined in TS 23.203 [24] is replaced by SM Policy Association Modification procedure as described in clause 4.16.5.1.
-
The PGW-C+SMF includes the information elements received in Modify Bearer Request or Modify Bearer Command message into the Npcf_SMPolicyControl_Update Service with the following modifications, the subscribed Session AMBR includes the subscribed APN-AMBR, and subscribed default QoS information includes the default EPS bearer QoS, note that QCI values are mapped into 5QI values. The PGW-C+SMF includes the stored SUPI. The PGW-C+SMF may receive PCC Rules and PDU Session Policy Information, 5G QoS information in the PCC Rule and in PDU Session Policy Information are mapped into EPS QoS information as defined in clause 4.11.1.1 and Annex C.

-
The PGW-C+SMF includes the information elements received in Delete Bearer Command message into the Npcf_SMPolicyControl_Update Service with the following modifications, The PGW-C+SMF includes the stored SUPI.

-
(PCRF-initiated) IP-CAN Session Modification procedure defined in TS 23.203 [24] is replaced by SM Policy Association Modification procedure as described in clause 4.16.5.2. The PGW-C+SMF may receive PCC Rules and PDU Session Policy Information, 5G QoS information in the PCC Rule and in PDU Session Policy Information are mapped into EPS QoS information as defined in clause 4.11.1.1 and Annex C.
-
IP-CAN Session Termination procedure defined in TS 23.203 [24] is replaced by SM Policy Association Termination procedure as described in clause 4.16.6. The PGW-C+SMF includes the information elements received in Delete Session Request message by the SMF+PGW-C into the Npcf_SMPolicyControl_Delete Service. The PGW-C+SMF includes the stored SUPI.
***** Next Change *****
4.15.3.1
Monitoring Events

The Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring events information reported via the NEF. It is comprised of means that allow NFs in 5GS for configuring the specific events, the event detection, and the event reporting to the requested party.

To support monitoring features in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN. The set of capabilities required for monitoring shall be accessible via NEF to NFs in 5GS. Monitoring Events via the UDM, the AMF and the GMLC enables NEF to configure a given Monitor Event at UDM, AMF or GMLC, and reporting of the event via UDM and/or AMF or GMLC. Depending on the specific monitoring event or information, it is the AMF, GMLC or the UDM that is aware of the monitoring event or information and makes it reported via the NEF.

The following table illustrates the monitoring events:

Table 4.15.3.1-1: List of event for monitoring capability
	Event
	Description
	Which NF detects the event

	Loss of Connectivity
	Network detects that the UE is no longer reachable for either signalling or user plane communication.
	AMF

	UE reachability
	It indicates when the UE becomes reachable for sending either SMS or downlink data to the UE, which is detected when the UE transitions to CM-CONNECTED state or when the UE will become reachable for paging, e.g., Periodic Registration Update timer.
	AMF

UDM: reachability for SMS

	Location Reporting
	It indicates either the Current Location or the Last Known Location of a UE.
When AMF is the detecting NF:

One-time and Continuous Location Reporting are supported for the Current Location. For Continuous Location Reporting the serving node(s) sends a notification every time it becomes aware of a location change, with the granularity depending on the accepted accuracy of location. (see NOTE 1) For Last Known Location only One-time Reporting is supported
When GMLC is the detecting NF:

Immeditate and Deferred Location Reporting is supported. For Deferred Location Reporting the event types UE availability, Area, Periodic Locaiton and Motion are supported.
	AMF, GMLC

	Change of SUPI-PEI association
	It indicates a change of the ME's PEI  that uses a specific subscription (SUPI)
	UDM

	Roaming status
	It indicates UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN) and notification when that status changes. (see NOTE 2)
	UDM

	Communication failure
	It is identified by RAN/NAS release code
	AMF

	Availability after Downlink Data Notification failure
	It indicates when there has been some data delivery failure followed by the UE becoming reachable.
	AMF

	Number of UEs present in a geographical area
	It indicates the number of UEs that are in the geographic area described by the AF. The AF may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the AF may request the system to also actively look for the UEs within the area (Current Location).
	AMF

	CN Type change
	It indicates the current CN type for a UE or a group of UEs when detecting that the UE switches between being served by a MME and an AMF or when accepting the event subscription. (see NOTE 3)
	UDM

	Downlink data delivery status
	It indicates the downlink data delivery status in the core network. Events reported triggered at every downlink data packet being buffered, include:

-
Downlink data in extended buffering, including:

-
Data packets buffered event

-
Estimated buffering time, as per clause 4.2.3.3

-
Downlink data transmitted event

-
Downlink data discarded event
	SMF

	NOTE 1:
Location granularity for event request, or event report, or both could be at cell level (Cell ID) or TA level. The granularity can also be expressed by other formats such as geodetic uncertainty shapes (e.g. polygons, circles, etc.) or civic addresses (e.g. streets, districts, etc.) which can be mapped by NEF to AMF specific granularity levels.

NOTE 2:
Roaming status means whether the UE is in HPLMN or VPLMN.

NOTE 3:
CN type of CN Type change event is defined in clause 5.17.5.1 of TS 23.501 [2].
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